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	Reason for change:
	The authentication method selection mechanism in SNPN scenarios has been captured in clause I.2.2 of TS 33.501 as follows.

"NOTE 1: For EAP-AKA' (as well as 5G AKA), the selection is described in clause 6.1.2. For authentication,  that is not using EAP-AKA' (or 5G AKA), the selection is NPN operator deployment specific and out of scope of this specification."

"In case the UDM receives an anonymous SUCI, the UDM decides to run primary authentication with an external entity based the realm part of the SUPI in NAI format."


Compared to SNPN supporting 3GPP access, no extra authentication method is supported by the SNPN supporting non-3GPP access. Therefore, the authentication method selection mechanism defined in clause I.2.2 of TS 33.501 should also apply to SNPN supporting non-3GPP access.



	
	

	Summary of change:
	The ENs related to authentication method selection in clause I.10 of TS 33.501 are removed.


The following sentence is added to clarify the authentication method selection mechanism for SNPN that supports non-3GPP access.

To select the authentication method, the authentication method selection mechanism in clause I.2.2 is reused.

	
	

	Consequences if not approved:
	The authentication method selection mechanism for SNPN supporting non-3GPP access is not clear. 
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***************Start of the 1st Change ****************

[bookmark: _Toc137559317]I.10.2.1	Untrusted non-3GPP access support in SNPN without CH 
Procedures for untrusted non-3GPP access authentication are described in clause 7.2.1. For SNPN the procedures are modified as follows:
Steps 1-4 are performed as described in clause 7.2.1. 
In step 5, the SUCI can be an onboarding SUCI. 
Further in step 5, the SUCI can be of type anonymous SUCI if the construction of SUCI as described in clause 6.12 cannot be used and if the employed EAP method supports SUPI privacy.
Step 6 is performed as described in clause 7.2.1. 
In step 7 of clause 7.2.1, in case the AUSF receives an onboarding indication, the AUSF shall perform steps 6-10 and 14-17 as described in Annex I.2.2.2. 
Editor’s note: Whether procedures for onboarding should be moved to a separate clause is FFS. 
In step 7 of clause 7.2.1, the authentication method is selected. To select the authentication method, the authentication method selection mechanism in clause I.2.2 is reused.5G AKA, EAP-AKA’, or any other key-generating EAP authentication method apply for UE authentication in SNPN. In case UDM receives an anonymous SUCI, the UDM chooses the authentication method as described in step 4 of Annex I.2.2.2.2.
Editor's Note: How the authentication method is selected is ffs.
In case the AUSF received an anonymous SUCI in step 7 (but no onboarding indication was received) the AUSF shall perform steps 11-13 of Annex I.2.2.2 after a successful authentication to inform the UDM of the actual SUPI. In case anonymous SUCI and onboarding indication was received in step 7, steps 11-13 of Annex I.2.2.2 can be skipped.
In step 8 of clause 7.2.1 in case an EAP method is used for primary authentication, the AMF shall encapsulate the EAP-Success received from AUSF within the SMC message. 
Steps 9-16 are performed as described in clause 7.2.1.
[bookmark: _Toc137559320]***************Start of the 2nd Change ****************
I.10.3.1	Trusted non-3GPP access support in SNPN without CH 
Procedures for trusted non-3GPP access authentication are described in clause 7A.2.1. For SNPN the procedures are re-used with the following modifications:
Steps 0-4 are performed as described in clause 7A.2.1. 
In step 5, the SUCI can be an onboarding SUCI. 
Further in step 5, the SUCI can be of type anonymous SUCI if the construction of SUCI as described in clause 6.12 cannot be used and if the employed EAP method supports SUPI privacy. 
Editor’s note: In case anonymous SUCI is used, the identifier used as UE Id in the AN parameters is FFS
Step 6-7 is performed as described in clause 7A.2.1. 
In step 8 of clause 7A.2.1, in case the AUSF receives an onboarding indication, the AUSF shall perform steps 6-10 and 14-17 as described in Annex I.2.2.2. 
Editor’s note: Whether procedures for onboarding should be moved to a separate clause is FFS. 
In step 8 of clause 7A.2.1, the authentication method is selected. To select the authentication method, the authentication method selection mechanism in clause I.2.2 is reused.5G AKA, EAP-AKA’, or any other key-generating EAP authentication method apply for UE authentication in SNPN. In case UDM receives an anonymous SUCI, the UDM chooses the authentication method as described in step 4 of Annex I.2.2.2.2. 
Editor's Note: How the authentication method is selected is ffs.
In case the AUSF received an anonymous SUCI in step 7 (but no onboarding indication was received) the AUSF shall perform steps 11-13 of Annex I.2.2.2 after a successful authentication to inform the UDM of the actual SUPI. In case anonymous SUCI and onboarding indication was received in step 7, steps 11-13 of Annex I.2.2.2 can be skipped.
Steps 9-12 are performed as described in clause 7A.2.1.
In step 13, in case anonymous SUCI was used in step 5, a temporary UE identifier shall be used in the IDi payload.  
Editor’s note: The value of the temporary identifier is FFS.
Steps 14-19 are performed as described in clause 7A.2.1.
***************Start of the 3rd Change ****************
[bookmark: _Toc137559323]I.10.4.1	Support for N5CW devices in SNPN without CH 
Procedures for authentication for devices that do not support 5GC NAS over WLAN access are described in clause 7A.2.4. For SNPN the procedures are modified as follows:
Steps 0-1 are performed as described in clause 7A.2.4. 
In step 2 of clause 7A.2.4 the SUCI can be of type anonymous SUCI if the construction of SUCI as described in clause 6.12 cannot be used and if the employed EAP method supports SUPI privacy. 
Step 3-6 is performed as described in clause 7A.2.4. 
In step 7 of clause 7A.2.4, the authentication method is selected. To select the authentication method, the authentication method selection mechanism in clause I.2.2 is reused.5G AKA, EAP-AKA’, or any other key-generating EAP authentication method apply for UE authentication in SNPN. In case UDM receives an anonymous SUCI, the UDM chooses the authentication method as described in step 4 of Annex I.2.2.2.2. 
Editor's Note: How the authentication method is selected is ffs.
In step 8 of clause 7A.2.4, in case the AUSF received an anonymous SUCI in step 7, the AUSF shall perform steps 11-13 of Annex I.2.2.2 after a successful authentication to inform the UDM of the actual SUPI.
Steps 9-14 are performed as described in clause 7A.2.4.

***************End of the Changes ****************

